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This report provides information about the number and type of requests we received from law 
enforcement or government agencies requesting data about users of OpenAI services between 
July 2024 and December 2024.  OpenAI’s User Data Request Policy describes our requirements 
for responding to requests for user data from law enforcement or government agencies, and 
policies for emergency disclosures and user notice. 

 

Request Type Number of Requests 
Received 

Number of Requests 
Where Data Disclosed 

Accounts  
For Which Data 

Disclosed 

Non-Content Requests 57 43 114 

Content Requests 13 10 17 

Emergency Requests 1 1 1 

 
“Non-content requests” consist of legal process such as subpoenas to produce non-content data, 
such as information of an account user’s name, email address, payment information, and 
transaction history. 
 
“Content requests” consist of legal process such as search warrants to produce content data, such 
as text or files input or output in connection with the use of OpenAI services. 
 
In limited circumstances, user data may be disclosed to law enforcement agencies in response to 
“emergency requests,” where OpenAI believes that making such a disclosure is necessary to 
prevent an emergency involving danger of death or serious physical injury to a person. 


