OpenAl Report on Government Requests for User Data
January - June 2025

This report provides information about the number and type of requests we received from law
enforcement or government agencies requesting data about users of OpenAl services between
January 2025 and June 2025. OpenAl’s User Data Request Policy describes our requirements
for responding to requests for user data from law enforcement or government agencies, and
policies for emergency disclosures and user notice.
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Non-Content Requests 119 81 147
Content Requests 26 23 41
Emergency Requests 1 1 2

“Non-content requests” consist of legal process such as subpoenas to produce non-content data,
such as information of an account user’s name, email address, payment information, and
transaction history.

“Content requests” consist of legal process such as search warrants to produce content data, such
as text or files input or output in connection with the use of OpenAl services.

In limited circumstances, user data may be disclosed to law enforcement agencies in response to
“emergency requests,” where OpenAl believes that making such a disclosure is necessary to
prevent an emergency involving danger of death or serious physical injury to a person.



U.S. National Security Requests

Requests under the Foreign Intelligence Surveillance Act (FISA) and National Security Letters
(NSLs) are not included in the table above, because the U.S. government requires separate
reporting in aggregated ranges. The US government can use FISA to request non-content and
content information, and use NSLs to request limited information about a user’s identity.

OpenAl reports the numbers of such requests within the ranges permitted by law. For the period
of January 2025 through June 2025, the total number of all national security process (including
NSLs and requests under FISA) that OpenAl received was 0-249. In total, that national security
process impacted 0-249 accounts.



